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2. **Problem Statement**

The driving force behind the US economic engine is the surface transportation system in that it enables reliable and efficient transportation of passengers and goods. Despite the remarkable improvement in vehicle design and performance that has improved vehicle safety, more than 30,000 fatalities occur on US highways annually \[1\]. Unfortunately, human error is the leading cause of these fatalities, and cannot be solved through the mechanical design of the vehicle \[2\]. To reduce the large number of fatalities and associated societal costs, the US Department of Transportation (USDOT) has been promoting connectivity between vehicles (known as vehicle to vehicle or V2V) and between vehicles and intelligent transportation infrastructure (known as vehicle to infrastructure or V2I), enabled by wireless communication technology (e.g., dedicated short-range communication or DSRC). V2V and V2I technologies provide vehicles with a 360 degree of awareness, which will support safety (such as collision warning), mobility (such as queue warning) and environmental (such as connected eco driving) applications \[3\]. USDOT has been piloting these technologies in a limited scale at several pilot deployment sites around the US. One of the major challenges inherent in these deployments involves the real-time secure processing and distribution of the massive amounts of data generated by connected vehicles and roadside equipment to provide safety, mobility and environmental-related services to travelers.

Ensuring that the connected transportation ecosystem is cognizant of potential cyber-attacks is of the utmost importance. Specifically, ensuring the secure communication between diverse stakeholders in connected transportation systems is perhaps the major challenge to a safe and reliable operation of such system. In the era of Internet of Things (IoT), security challenges are dynamic, and the constant detection of potential threat and development of appropriate/effective countermeasures are of paramount importance. The primary security risks could be originated in different interface levels in connected transportation systems, such as V2V, V2I or Infrastructure to Infrastructure (I2I). For example, a traffic signal that communicates with a vehicle in supporting different safety, mobility and environmental applications must participate in the network security. There is also the question of public agency involvement in governance of the secure communication network, which is a relevant technical issue, as it implies a developing and maintaining of a communication platform with roadside equipment and security certificates. The network security in general is the biggest hurdle. Transportation agencies must design and build a secure ecosystem that can detect and eliminate potential threats to the connected vehicle (CV) environment.

However, today’s Information Technology (IT) security ecosystem, which relies on a combination of static perimeter network defenses (e.g., firewalls and intrusion detection/prevention systems), ubiquitous use of end-host based defenses (e.g, antivirus), and software patches from vendors (e.g., Patch Tuesday), is fundamentally ill-equipped to handle the security issues in the connected vehicle ecosystem. In this research, we propose to build a flexible and reliable security protection mechanism for a CV ecosystem, leveraging emerging network techniques. We will model diverse security risk scenarios in a V2I communication environment that will provide a much-needed guidance to establish a secure and resilient communication for future connected vehicle technology deployments in the real world. The
The proposed project will perform field evaluations of our proposed security protection mechanisms in real-world environments in the city of Clemson, South Carolina.

3. Research Objective

The objectives of this research are as follows:
- Develop a V2I security platform for cyber-attack capturing, analysis and countermeasure implementation, and
- Perform field tests to evaluate the performance of security solutions enabled by our security platform in the V2I interfaces.

4. Research Approach

This research focuses on the identification and analysis of V2I interfaces for the purpose of developing security controls that afford the right level of protection given the data and means of transmission. Traditional static perimeter defenses are unable to secure CVs, since these vehicles are deployed deep inside the network with a constant mobility. To enforce security policies based on the dynamic context, we envision a new software-defined approach to secure V2I interfaces in CV ecosystem with the proposed development of a security platform for the V2I network, where we can: (a) rapidly develop and deploy novel network defenses tailored to various security requirements in a CV ecosystem, and (b) dynamically customize the network’s security posture to the current operating context of different vehicles and the surrounding roadway environment.

Figure 1 shows a high-level vision of CV V2I security architecture called CVGuard, which envisions customized μmboxes (includes micro network-security functions in a cloud) that act as (1) security gateways for each vehicle and (2) a dynamic attack capturing and analysis platform for V2I interfaces. A logically centralized CVGuard controller (resides in the cloud as well) monitors the contexts of different vehicles and V2I communications, identifies and analyzes security threats, and implements solutions to the threats.

Figure1. CVGuard: Connected Vehicle V2I Security Architecture

CVGuard will support three types of network security functions: (i) attack prevention functions (e.g. firewalls and Intrusion Prevention System or IPS); (ii) attack detection functions (e.g. Intrusion Detection System (IDS), scan and Distributed Denial of Service (DDoS) detector);
and (iii) attack capturing functions (e.g. honeypot). In particular, CVGuard provides a centralized security function controller to enable dynamic interoperation and automatic reconfiguration of security functions. IDSs can then reconfigure their detectors based on the new or updated attack patterns. When IDSs detect malicious behaviors, they can either redirect malicious data traffic to attack capturing appliances for further monitor or notify firewalls to update their configuration and block network traffic. In addition, for the automate detection and mitigation of attacks in V2I interfaces, CVGuard provides a rapid response to threats, with the ability to rapidly steer or quarantine data flows based on real-time network conditions. The primary goal of CVGuard is to detect and isolate any cyber-attack in a V2I environment before they can negatively affect vehicles or transportation networks, which could lead to crashes and hamper the adoption of connected vehicle technology. Upon discovering a potential threat, CVGuard identifies the problem and automatically adopts the necessary resolution strategies. After containing the threat, CVGuard automatically allows the V2I components to rejoin the network. The specific tasks we will pursue in this project are illustrated in Figure 2 and discussed in the following subsections:

**Figure 2: Research Tasks**

**Task 1: V2I Security Threat Review and Measurement**

There are number of existing research efforts on addressing security threats against CV environments. In this task, we will first review those research efforts and identify unique security challenges and measure security risks for those threats specifically targeting a V2I environment. We will then develop different use cases of cyber-attack scenarios, which include the integrity attack, false data injection (or deception attack), and denial of service (DoS), in the V2I environment. In addition, we will identify security risks of those specific threats for V2I communication interfaces by reviewing the National Vulnerability Database (NVD) [4]. The MITRE CVE (Common Vulnerabilities and Exposures) database will be used to identify the vulnerabilities that could be exploited by remote control attacks. We will use the Common Vulnerability Scoring System (CVSS) matrix developed by the NVD to prioritize the damage potential of different vulnerabilities and associated exploitability in a V2I environment. The probability of a successful attack will be determined by calculating probability of exploitability of the vulnerabilities by estimating the CVSS score.

**Task 2: CVGuard Platform Development for Attack Capturing, Analysis and Countermeasure Implementation**

In this task, we will develop a CVGuard platform using the emerging Software Defined Network (SDN) technique [5] that will centrally analyze various data obtained from the CVs through a V2I network to learn new attackers’ patterns and/or behaviors and to adaptively response to the attackers. The security analyzer is one of the key strategic approaches for measuring and evaluating the severity of identified security vulnerability or breaches related to
attack vectors identified in Task 1. After receiving an indicator from CVGuard, the alert analyzer matches the alert in an Attack Correlation Graph (ACG) [6] to correlate attackers’ behaviors. For example, if the alert already exists in the graph and is a known attack (i.e., matching the attack signature) the security analyzer performs a countermeasure selection procedure based on both positive impact, such as countermeasure effectiveness, and negative impact, such as deployment cost and intrusiveness to existing applications. CVGuard then notifies the SDN network controller or software controller to deploy countermeasures or mitigation actions. If the alert is new, the security analyzer will perform alert correlation, and analysis and update the Scenario Attack Graph (SAG). CVGuard will apply selected countermeasure according to the severity of the security evaluation results. This approach is quite innovative in that it appropriately decides when to apply the countermeasures.

**Task 3: Evaluation of the CVGuard through Simulation Experiments**

We will evaluate CVGuard in a virtual network using the Network Simulator Version 3 (ns-3), a high fidelity communication network simulator, extensively used in computer networking research and development [7]. We will first simulate cyber-attack scenarios from the attackers’ perspective with maximum damage potentials to connected transportation system V2I interface level, which we can further exploit in V2V or I2I interfaces (note: determining the V2V and I2I interface security is not the focus of this research). We will then next evaluate the performance and effectiveness of the CVGuard in capturing and analyzing the attack for purposes of identifying appropriate countermeasures against the threats to neutralize the attack. In a hierarchical level, if any counter-measure fails, the attack moves to next level and keeps assuming control of the system components in different levels. We will use throughput, message delay and packet loss to evaluate the performance of CVGuard, and leverage various attack scenarios to evaluate the effectiveness of CVGuard.

**Task 4: Field Evaluation**

Unlike the previous task in which we simulated the threats and their impacts in a virtual environment, here we will develop and implement threat models representing various types of deliberate, real-world attacks on test CVs and roadside units. The research team will utilize the V2I connected vehicle technology resource (e.g., the DSRC vehicle on-board units and roadside units) available at the Connected Vehicle Research Laboratory directed by Dr. Chowdhury, the proposed PI, for our field evaluation of the CVGuard security solutions. The research team also has Connected Vehicle Communication infrastructure that support heterogeneous wireless networking between vehicles and roadside units in the cities of Clemson and Greenville, which we have used to evaluate different connected vehicle applications, such as traffic data collection, collision warning and queue warning for other funded research projects. In this task, we will develop several real world cyber-attack scenarios to test the effectiveness of security counter-measures developed in previous tasks. Depending on the real world performance, the solutions will be further refined to improve their performance.

**Task 5: Preparation of Final Report**

The research team will develop quarterly progress reports for submission to the Southeastern Transportation Center (STC), and all research findings will be incorporated in a final draft report for STC review comments. The revised final report will be submitted to the STC by addressing the comments.
5. Research Duration and Cost

The duration of this research project is 12 months. A timeline, with a proposed start date of May 02 2016 is presented in “Schedule/Timeline, Peer Review and Project Description” section, and provides specifics for each research task. The research team can adjust the project start date, if necessary.

Cost of the Project

**Senior personnel:** 0.25 month summer salary is requested for the PI, Dr. Mashrur Chowdhury to supervise the Clemson research team and research activities. 0.50 month summer salary is requested for Co-PI, Dr. Hongxin Hu to conduct research activities. 1.16 months salary is requested for the Co-PI, Dr. Kakan Dey to conduct research activities.

**Other personnel:** One graduate research assistant (10 hours) is requested for one year.

**Fringe benefits:** Fringe benefits are negotiated with DHHS and are calculated as follows: faculty fringe is 30.1%, 12 months employees is 36.3% and 8.2% for students.

http://www.clemson.edu/cfo/comptroller/rates/index.html

**Other direct costs:** Tuition Remission is charged at $10,523 per student with an annual increase of 5% as per Clemson University’s policy. $1,700 is request for travel to conferences presenting research findings. $181 is requested for materials and supplies.

http://www.grad.clemson.edu/programs/tuition.php

**Facilities and administrative costs:** F&A costs are calculated in accordance with Clemson University's policy at a rate of 26% as per Sponsor policy.

http://www.clemson.edu/cfo/comptroller/rates/index.html

Cost sharing

**Senior personnel:** Clemson is releasing the PI, Dr. Chowdhury’s 2.2% time and the Co-PI, Dr. Hu’s 5.6% time, Co-PI, Dr. Dey’s 8.3% time to work on this project.

**Other personnel:** The graduate student’s salary will be matched in the amount of $10,000 plus fringe.

**Fringe benefits:** Fringe benefits are negotiated with DHHS and are calculated as follows: faculty fringe is 30.1%, 12 months employees is 36.3% and 8.2% for students.

http://www.clemson.edu/cfo/comptroller/rates/index.html

**Other direct costs:**

**Facilities and administrative costs:** F&A costs are calculated in accordance with Clemson University’s policy at a rate of 50% MTDC, PRED, 11, DHHS. Clemson is using the unrecovered indirect ($8,146) and the indirect on the cost share ($14,267) as cost share.

http://www.clemson.edu/cfo/comptroller/rates/index.html

6. Qualification of a research team

Dr. Ronnie Chowdhury, P.E., F.ASCE, (PI) from Clemson University, currently serves as the Eugene Douglas Mays Endowed Professor of Transportation in the Glenn Department of Civil Engineering at Clemson University. He is also a professor in the Department of Automotive Engineering at Clemson University and a member of the Clemson University International Center of Automotive Research (CU ICAR). Dr. Chowdhury leads the Roadway, Driver and Traffic Group in the Clemson University’s Connected Vehicle Technology (CVT) Consortium. Dr. Chowdhury is also the Co-Director of the Complex Systems, Data Analytics and Visualization
Institute (CSAVI) at Clemson University, which focuses on research and education of Big Data Analytics for transportation and automotive systems.

Dr. Chowdhury has established himself as an educator and operational expert in transportation security and traffic operations, and served as a consultant for several public transportation agencies as a senior systems engineer for Iteris, Inc. and as a senior engineer for Bellomo-McGee, Inc. (BMI). Dr. Chowdhury is the co-author of two textbooks on ITS systems, the first with Dr. Adel Sadek entitled “Fundamentals of Intelligent Transportation Systems (ITS) Planning,” which was published by Artech House in April 2003; and second with Drs. Ryan Fries and Jeffrey Brummond, entitled “Transportation Infrastructure Security Utilizing Intelligent Transportation Systems” which was published by Wiley and Sons in 2008.

Dr. Chowdhury has published his research results in Transportation Research Records, the American Society of Civil Engineers (ASCE) Journal on Infrastructure Systems, the ASCE Journal on Transportation Engineering, Reliability Engineering and System Safety, and the Journal for the Institute of Transportation Engineers (ITE). He is the past chair of the American Society of Civil Engineers Committee on Computing in Transportation, a member of the Transportation Research Board Committees on Artificial Intelligence and Visualization in Transportation, and ASCE Committees on Transportation Safety and Advanced Transportation Technology.

**Dr. Hongxin Hu (Co-PI)** is an assistant professor in the School of Computing at Clemson University. Dr. Hu received his Ph.D. degree in computer science and engineering from Arizona State University in 2012. Dr. Hu’s research interests centrally focus on the area of cybersecurity. More specifically, Dr. Hu strives to develop effective solutions to address realistic security issues created by today’s emerging technologies and systems, such as software-defined networking, social networks, mobile computing, cloud computing, and healthcare systems. Dr. Hu has published over 70 refereed technical papers, many of which appeared in top conferences, and top journals such as ACM Transactions on Information and System Security, IEEE Transactions on Dependable and Secure Computing, IEEE Transactions on Information Forensics & Security, IEEE Transactions on Knowledge and Data Engineering. Dr. Hu’s paper “RiskMon: Continuous and Automated Risk Assessment of Mobile Applications” was published in proceedings of the 4th ACM Conference on Data and Application Security and Privacy (CODASPY) in 2014. The paper won the **Best Paper Award**. In 2013, Dr. Hu’s paper named “On the Security of Picture Gesture Authentication” was published in proceedings of the 22nd USENIX Security Symposium (USENIX Security). USENIX Security is a top security conference focusing on computer system security. The research presented in this paper has attracted massive **media coverage** including ACM TechNews, InformationWeek, NetworkWorld, Slashdot, and PCWorld in August & September 2013.

Dr. Hu recently also worked on **security in advanced communication networks**. Specifically, Dr. Hu introduced a new firewall system for emerging Software-Defined Networking (SDN). In recognition of the important contributions of FlowGuard, Dr. Hu’s paper entitled “FlowGuard: Building Robust Firewalls for Software-Defined Networks” was recently published in proceedings of the ACM SIGCOMM Workshop on Hot Topics in Software Defined Networking (HotSDN) in 2014. Dr. Hu’s paper entitled “Detecting and Resolving Firewall Policy Anomalies” has been published in IEEE Transactions on Dependable and Secure Computing (TDSC) in 2013.
TDSC is a top journal in the field of computer security and privacy. The paper has been cited 76 times by different publications in the world after two years.

**Dr. Kakan Dey (Co-PI)** is a post-doctoral fellow on connected and automated vehicle technology in the Glenn Department of Civil Engineering at the Clemson University. He also received his Ph.D. degree in May, 2014 from Clemson University and his M.S. degree in May, 2010 from Wayne State University. The SCDOT project related to his Ph.D. research was selected by AASHTO as a “High Value Research Project” in 2014. Currently, Dr. Dey is engaged in research on a project with peers in the Clemson School of Computing to evaluate the reliability of heterogeneous wireless communication for traffic data collection. He also led a team of researchers at Clemson in the development of connected vehicle applications using DSRC and LTE communication technologies, which were demonstrated in the ITS Carolinas Annual Meeting 2015 in Charlotte, North Carolina.

Dr. Dey conducted research to identify the crash causal factors for emergency vehicle crashes and developed recommendations to improve emergency vehicle safety in Michigan. He also worked on several research projects in Michigan to improve pedestrian safety through education and enforcement, identification of countermeasures for intersection and corridor safety deficiencies through crash analysis, and evaluation of the effectiveness of an emergency vehicle safety alert system. While at Clemson he has participated in two SCDOT sponsored safety studies, one of which involved the use of fault-tree analysis to estimate tort liability risks of SCDOT, and the other on assessing safety impacts of roadway access management policies. Dr. Dey’s project on tort liability was also selected by the AASHTO as a “High Value Research Project” in 2012.

**Principal Investigator, Dr. Chowdhury** will oversee the research activities, and provide technical guidance to other two Co-PIs and students. The team will meet weekly to review weekly progress and develop immediate goals. Furthermore, as requested by Southeast Transportation Center (STC), Dr. Chowdhury and Dr. Hu will

1. Develop and submit an implementation plan for the planned outcomes, upon award of an O/E Grant;
2. Submit at least two papers based on the research project to a peer-reviewed journal;
3. Issue a press release announcing the final results of the research;
4. Present research results to an academic or professional group and submit the presentation to the STC for posting on the website;
5. Provide quarterly reports to STC on the research.

7. **STUDENT INVOLVEMENT**

One graduate student will work on this project for 20 hours per week for a year. This research project will be a part of his/her M.S. thesis. Interested undergraduate students will be recruited under creative inquiry program to acquire cutting edge research experiences.

8. **TECHNOLOGY TRANSFER**

The research team will develop and maintain a google site that will include detailed information about the project with outcomes from each task of the project. This public website will also include comments page on which professionals can log in and provide their inputs based on the published outcomes.
9. Schedule/Timeline, Peer Review and Project Description

Table 1: Schedule Timeline

<table>
<thead>
<tr>
<th>Task/Month</th>
<th>1</th>
<th>2</th>
<th>3</th>
<th>4</th>
<th>5</th>
<th>6</th>
<th>7</th>
<th>8</th>
<th>9</th>
<th>10</th>
<th>11</th>
<th>12</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Task 1</strong>: V2I Security Threat Review and Measurement</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Task 2</strong>: CVGuard Platform Development for Attack Capturing, Analysis and Countermeasure Implementation</td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Task 3</strong>: Evaluation of the CVGuard through Simulation Experiments</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
<td></td>
<td></td>
<td></td>
</tr>
<tr>
<td><strong>Task 4</strong>: Field Evaluation</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
<td>X</td>
</tr>
<tr>
<td><strong>Task 5</strong>: Preparation of Final Report</td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td></td>
<td>X</td>
<td>X</td>
</tr>
</tbody>
</table>

*Milestones- end of each task, working report will be submitted*
### Project Title:
Development of a Security Platform for Vehicle to Infrastructure Network

### Principal Investigator:
Mashrur (Ronnie) Chowdhury

### University:
Clemson University

### Telephone:
864-656-3313

### Email Address:
mac@clemson.eu

### Project Start Date:
May 02, 2016

### End Date:
May 01, 2017

### Other Milestones, Dates:

- **Task 1:** V2I Security Threat Review and Measurement - August 01, 2016
- **Task 2:** CVGuard Platform Development for Attack Capturing, Analysis and Countermeasure Implementation - October 01, 2016
- **Task 3:** Evaluation of the CVGuard through Simulation Experiments - January 01, 2017
- **Task 4:** Field Evaluation - March 01, 2017
- **Task 5:** Preparation of Final Report - May 01, 2017

### Project Objective:
The objectives of this research are as follows:

- Develop CVGuard, a V2I security platform for discovering analyzing and implementing countermeasures for cyber-attacks;
- Perform field tests to evaluate the performance of the security solutions enabled by our security platform in the V2I interfaces.

### Project Abstract:
Ensuring that the connected transportation ecosystem is cognizant of potential cyber-attacks is of the utmost importance. Specifically, ensuring the secure communication between diverse stakeholders in connected transportation systems is perhaps the major challenge to the safe and reliable system operations. The primary security risks may originate in different interface levels in connected transportation systems such as Vehicle to Vehicle (V2V), Vehicle to Infrastructure (V2I) or Infrastructure to Infrastructure (I2I). However, today’s Information Technology (IT) security ecosystem, which relies on a combination of static perimeter network defenses (e.g., firewalls and intrusion detection/prevention systems), ubiquitous use of end-host based defenses (e.g., antivirus), and software patches from vendors (e.g., Patch Tuesday), is fundamentally ill-equipped to handle the security issues in the connected vehicle ecosystem.

In this research, we propose to build a flexible and reliable security protection mechanism, called CVGuard, leveraging emerging network techniques that support the development of V2I security solutions. We will develop diverse security threat scenarios in a V2I communication environment and evaluate the performance of CVGuard through simulations and field tests. Outcomes of our research will provide a much-needed guidance to establish a secure and resilient communication infrastructure for future connected vehicle technology deployments in the real world.

### Task Description:
<table>
<thead>
<tr>
<th><strong>Task 1:</strong> V2I Security Threat Review and Measurement, <strong>Task 2:</strong> CVGuard Platform Development for Capturing, Analysis and Countermeasure Implementation, <strong>Task 3:</strong> Evaluation of the CVGuard through Simulation Experiments, <strong>Task 4:</strong> Field Evaluation, <strong>Task 5:</strong> Preparation of Final Report</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Total Budget:</strong> $49,850 (with equal cost sharing from Clemson University fund)</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Student Involvement (Thesis, Assistantships, Paid Employment):</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>One graduate student will work on this project for 20 hours per week for a year. This research project will be a part of his/her M.S. thesis. Interested undergraduate students will be recruited under the CU Creative Inquiry program to acquire cutting edge research experiences.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Relationship to Other Projects:</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Currently, we are deploying the first connected vehicle testbed for heterogeneous wireless communication for CV applications, funded by the National Science Foundation. We plan to use the testbed resources in Task 4 in addition to our existing CV infrastructure, which includes a heterogeneous wireless network and connected in-vehicle and roadside equipment in Clemson, South Carolina.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Technology Transfer Activities:</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>The research team will develop and maintain a google site that will include detailed information about the project with outcomes from each project task. This public website will also include comments page through which professionals may log in and provide their inputs based on the published outcomes. We will also publish our results in major journals and present out finding in conferences.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Potential Benefits of Project:</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Secure V2V, V2I and I2I communication network is necessary for ensuring user acceptance of this technology, and enable the numerous safety benefits of this technology. In this research, we will develop the security solution known as CVGuard to enable secure V2I communication, which will ensure the safe operation of CV applications and will enable diverse CV safety, mobility and environmental applications.</td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>TRB Keywords:</strong></th>
</tr>
</thead>
<tbody>
<tr>
<td>Connected vehicle, security, safety, communication</td>
</tr>
</tbody>
</table>
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<td>ASEC 213, Akron, OH 44325</td>
</tr>
<tr>
<td>Phone #:</td>
<td>330-972-7294</td>
</tr>
<tr>
<td>Fax #:</td>
<td>330-972-6020</td>
</tr>
<tr>
<td>Email address:</td>
<td><a href="mailto:pyi@uakron.edu">pyi@uakron.edu</a></td>
</tr>
</tbody>
</table>

**Qualifications of reviewer:** Dr. Yi is a Professor with Civil Engineering at the University of Akron, Ohio, USA. Dr. Yi has been working in the transportation engineering field for nearly 20 years. His areas of research include traffic operations and control, traffic safety, and application of advanced technologies in the intelligent transportation systems. His research interest includes Advanced Traffic Sensor Evaluation and Analysis, Data Mining and Data Fusion, Traffic Responsive and Adaptive Signal Control Systems, Location-Based Information Systems, Traffic Safety.
### 10. Budget

**Southeastern Transportation Center**  
**Proposed Budget**  
**O/E Grant 2014-2015**

**Title:** Development of a Security Platform for Vehicle to Infrastructure Network

**University:** Clemson University

<table>
<thead>
<tr>
<th></th>
<th>Federal Funds</th>
<th>Matching Funds</th>
</tr>
</thead>
<tbody>
<tr>
<td><strong>Salaries:</strong></td>
<td></td>
<td></td>
</tr>
<tr>
<td>Faculty</td>
<td>9,176</td>
<td>8,417</td>
</tr>
<tr>
<td>Administrative Staff</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Other Staff</td>
<td>4,822</td>
<td>4,157</td>
</tr>
<tr>
<td>Graduate Student Salaries/Stipends</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Undergraduate Student Salaries/Stipends</td>
<td>10,000</td>
<td>10,000</td>
</tr>
<tr>
<td>Total Salaries/Stipends</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Benefits (including student health insurance)</td>
<td>5,333</td>
<td>4,863</td>
</tr>
</tbody>
</table>

**Total Salaries and Benefits**  
29,331  
27,437

<table>
<thead>
<tr>
<th><strong>Other Direct Costs:</strong></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Permanent Equipment</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Expendable Equipment and Supplies</td>
<td>181</td>
<td></td>
</tr>
<tr>
<td>Computer Costs</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Non-salary Education Costs – tuition/fees</td>
<td></td>
<td></td>
</tr>
</tbody>
</table>

<table>
<thead>
<tr>
<th><strong>Other Costs: (specify)</strong></th>
<th></th>
<th></th>
</tr>
</thead>
<tbody>
<tr>
<td>Printing / duplication</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Postal expense</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Communication</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Conference Registration / Fees</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Travel</td>
<td>1,700</td>
<td></td>
</tr>
<tr>
<td>Computer Costs</td>
<td></td>
<td></td>
</tr>
<tr>
<td>Other miscellaneous costs: Tuition</td>
<td>10,523</td>
<td></td>
</tr>
</tbody>
</table>

**Total Other Direct Costs**  
12,404

| Indirect Costs at 26% /24% on C/S | 8,115 | 8,146 |
| Unrecovered at 50%                | 14,267 |

**TOTAL COSTS**  
49,850  
49,850
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Professional Preparation
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**Textbooks**


**Most Relevant Publications to the Proposed Project**


**Synergistic Activities**

- Associate Editor, *IEEE Transactions on Intelligent Transportation Systems*, IEEE
- Associate Editor, *Journal of Intelligent Transportation Systems*, Taylor and Francis
- Editorial Advisory Board Member, *Transportation Research Part C*, Elsevier
- Coauthor of 2 intelligent transportation systems related textbooks (first in 2003 and second in 2008)
- Summer Research Mentor, South Carolina Governor’s School for Science and Mathematics students, 2006, 2007, 2009, and 2012

**Honors and Awards**

- Wilbur Smith Distinguished Transportation Educator Award, 2015; AASHTO High Value Research Project, 2014, 2012; Faculty Mentoring Award, College of Engineering and Science, Clemson University, 2013; McQueen Quattlebaum Faculty Achievement Award, College of Engineering and Science, Clemson University, May, 2012; IDEAS Professor, College of Engineering and Science, Clemson University, May, 2010.
Hongxin Hu, Ph.D.
Assistant Professor
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Email address: hongxih@clemson.edu
WWW home page: http://www.cs.clemson.edu/~hongxih
Office phone: (864) 656 2847

PROFESSIONAL PREPARATION
China University of Geosciences, Wuhan, China, Computer Science, B.S. 1997
China University of Geosciences, Wuhan, China, Computer Science, M.S. 2002
Arizona State University, Tempe, AZ, Computer Science and Engineering, Ph.D. 2012

ACADEMIC/PROFESSIONAL APPOINTMENTS
• Assistant Professor, School of Computing, Clemson University, July 2014 – Present
• Assistant Professor, Department of Computer and Information Sciences, Delaware State University, August 2012 – June 2014
• Lecturer, College of Computer Science, China University of Geosciences, China, July 2002 – December 2004
• Assistant, College of Computer Science, China University of Geosciences, China, August 1997 – July 2002

SELECTED PRODUCTS (* indicating student authors) Most Relevant


Other Related


**SYNERGISTIC ACTIVITIES**
- Guided a team "FLOWGUARD" to win the third place in the **first annual Extreme SDN Innovation Challenge** in June 2015.
- Assigned to teach a Clemson University summer scholars class, Computer Security and Forensics. This program offers a summer enrichment program for gifted middle and high school students.
- Co-organized the U.S. Cyber Challenge Delaware Summer Cyber Security Camp. 47 students (including 3 high school students) attended this summer camp. It has attracted massive media coverage in July 2013. Guided a team “My Little Pwnies” (60% of female students) to win the Delaware U.S. Cyber Challenge Competition in July 2013.

KAKAN C DEY, Ph.D.
Postdoctoral Fellow on Connected and Autonomous Vehicle Technology
Glenn Department of Civil Engineering, Clemson University, SC
351 Fluor Daniel Hall
(313) 523-0865, kdey@clemson.edu

Professional Preparation
Bangladesh University of Eng. & Tech, Bangladesh Civil Engineering B.S. 2005
Wayne State University, Detroit, MI Civil Engineering M.S. 2010
Clemson University, Clemson, SC Civil Engineering Ph.D. 2014

Appointments
Postdoctoral Fellow, Clemson University, May 2014 – Present
Research Assistant, Clemson University, August 2010 to May 2014
Research Assistant, Wayne State University, January 2008 to December 2009
Engineer, Titas Gas T&D Co., Bangladesh, October 2006 to December 2007
Lecturer, Stamford University, Bangladesh, April 2006 to October 2006

Peer Reviewed Journal Publications
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Synergistic Activities

• Member, ASCE Intermodal & Logistics Committee
• Member, Transportation Research Board
• Reviewers, Transportation Research Board Annual Meeting & Transportation Research Record, IEEE transaction on Intelligent Transportation Systems, Journal of Intelligent Transportation Systems, Transportation Research Record Part C, ITS world congress.
• Co-Advisor, Clemson IEEE ITS Student Chapter